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Opportunità e rischi dell’AI e 
investimenti in servizi e 
tecnologie per garantire la 
sicurezza del settore
finanziario e dei cittadini



A ‘cyber resilience by design’ approach to secure 
digital business

Detect Earlier, 
Respond Faster.

Anticipate Protect Withstand Recover

RecoveryCybersecurity

Security Operations as a platform

Kyndryl’s Security 
Operations Center 
in Rome

600 billion security events 
collected and analyzed

20.000 security incidents 
handled, including more than 
600 high-risk incidents

<30 minutes average incident 
handling time

Rome’s Security Operations 
Center 
to proactively defend against
sophisticated cyber attacks and
safeguard digital assets and 
infrastructure

Based on Automation we’re
accelerating incident response
to provide lightning-fast 
searches, queries and 
investigations

We’re using
Artificial Intelligence enhancing
threat detection, response, and 
prediction through machine 
learning algorithms



How we drive value for our global customers Benefits

Flexible and customizable
service delivery model

Hybrid model for resilient
infrastructures and customer 
proximity.

Kyndryl's Federated SOC model 
promotes interoperability
among autonomous SOC/CSIRT 
entities

Global 
Experience

Automation & 
Platform 
Integration

People
& Skills

Security &
Resiliency
Integration

170+ skilled Italian 
professionals in 
integration with 
7500+ colleagues 
worldwide

Wide ecosystem of 
technology alliances 
& partners

Global visibility 
and cross-industry
understanding 
of threat trends and 
cyber risks associated 
with digital 
transformation

We’ve built relationships with some of Europe’s leading companies in the 
financial services sector



Thank you

Embrace a ‘cyber 
resilience by design’ 
approach.
To learn more, 
visit kyndryl.com


